Appendix 1.8.1
PAF B1

	
Client:
	
[bookmark: clientname]
	
	Prepared by:

	Date:


	
Period:
	
[bookmark: periodend]
	
	Reviewed by:

	Date:




SYSTEMS OVERVIEW CHECKLIST

	Accounting Records
	Processed by Integrated Nominal Ledger Package
	Processed by Other Means
	Prepared by Us 
	Prepared by Other Service Organisations
	Cross-Reference to Systems Notes

	
	
	
	
	
	

	Revenue
	
	
	
	
	

	[bookmark: _GoBack]Direct Costs
	
	
	
	
	

	Bank
	
	
	
	
	

	Payroll
	
	
	
	
	

	Journals
	
	
	
	
	

	Nominal Ledger
	
	
	
	
	

	PPE Register
	
	
	
	
	

	Inventory Records
	
	
	
	
	

	Other Records (specify)
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



	Management Information
	Processed by Integrated Package
	Processed by Other Means
	Prepared by Us 
	Prepared by Other Service Organisations
	Frequency

	Financial Statements
	
	
	
	
	

	Management Accounts
	
	
	
	
	

	Budgets
	
	
	
	
	

	Cash Flow Forecasts 
	
	
	
	
	



The above adequately summarises the accounting system and records.  Detailed systems notes for each material transaction cycle in place are included on the permanent file as indicated above.

Details of any service organisations used and contractual agreements in place are also recorded on file as are the monitoring procedures adopted by the client in respect of the service organisations.

Ethical issues have been adequately considered and documented on the current audit file – see Ac3.
[bookmark: Part2]
COMPUTER SYSTEM REVIEW CHECKLIST 

	
	
	YES / NO
	COMMENTS /
CROSS REF 

	
	Do we have sufficient details of the client’s software and hardware to understand how data is handled and controlled?

	
	

	
	Are there reliable maintenance agreements in place for hardware and software?

	
	

	
	Is there adequate security in place, for example passwords, anti-virus software and physical security over hardware?

	
	

	
	Does the client have adequate procedures to deal with data protection legislation?

	
	

	
	Are files regularly backed up and is the integrity of this process checked on a regular basis?

	
	

	
	Do staff appear to have an adequate knowledge of the systems used?

	
	

	
	Is data and software adequately insured?

	
	

	
	Where standards packages are modified or a bespoke package is used, has its reliability been ascertained? 

	
	

	
	Is there adequate documentation of the system including guidance notes for users?

	
	

	
	CONCLUSION


	
	Document how the entity has responded to risks arising from IT












The above adequately summarises the computer system maintained by the client.
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