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CHAPTER 1

PLANNING AND CONTROL

[bookmark: Introduction]1	Introduction

An audit is an independent examination of, and an expression of opinion on, the financial statements of an enterprise.  The risk the auditor faces is the possibility that the opinion given on the financial statements is incorrect.

An audit includes three distinct phases as follows:

· Planning (covered by Chapter 1 of this Audit Manual);

· Fieldwork (covered by Chapter 2 of this Audit Manual); and

· Review (covered by Chapter 3 of this Audit Manual).

The planning stage of an assignment is vital and, if completed effectively, should ensure that the fieldwork stage is carried out efficiently with sufficient focus on higher risk areas.

There are a number of fundamental aspects to planning an audit assignment, all of which are addressed in the thi Audit Manual.  The following synopsis covers the logical approach, which should be taken, aided by this Audit Manual, in order to produce an efficient and effective plan for an audit.  To ensure full compliance with the requirements of NSA, the chronology of completion is important.

1. Appointment and re-appointment
Consideration is given to the independence of the audit practice and the experience required to accept the appointment.  The audit practice enters into a contract with the audit client (by means of a letter of engagement) to carry out the assignment.

2. Client knowledge
Information from previous audits or auditors (where applicable – see section 22 of this chapter) is reviewed including the background information on the permanent audit file, points forward from the last period (including the findings of cold file reviews), last year’s financial statements and last period’s management letter, to ensure any previous problem areas are considered early on and to enable the plan to focus on any such areas. This is also the time where permanent information on the client should be updated or created.

3. Preliminary procedures
Discussions are held with the client to identify any problem or risky areas that the client has identified during the period.  At this stage, preliminary results are also reviewed to ensure the fieldwork is focused in the higher risk areas.

Where practical, walkthrough and scrutiny tests should be undertaken, as should work on journals and suspense accounts.

4. Risk assessment and materiality
A full risk assessment should be carried out on the client business as a whole, the control environment it operates in and also for each material balance in the Performance Statement(s) and Statement of Financial Position.  Risk should be assessed to the assertion level in these areas.  A materiality figure should then be calculated to use during the fieldwork to identify at what point an error or omission would cause the financial statements to become misleading.

5. Assignment approach and sample size determination
The audit approach should then be decided upon, i.e. which aspects of substantive testing, controls testing, analytical procedures and transaction testing will be used during the fieldwork stage.  At this time audit programmes should be reviewed and tailored to ensure that the tests carried out are appropriate to the entity.  As soon as information regarding the composition of the population to be tested is available (so that high value and key items can be identified) sample sizes should be determined.

6. Briefings
Before fieldwork commences, all team members should be briefed.  This should cover both general issues and also the specific areas which are higher risk and / or where fraud / related party transactions may be most likely to occur in the figures.

7. Communication to the client
Once the planning has been completed key aspects of the planning should be communicated to the client.

[bookmark: WPS]2	The Structure of Working Papers

Working papers are used to record details of the work that has been carried out, the information obtained and the conclusions that have been reached.

The working papers will record permanent information, systems notes and an evaluation of the major accounting systems, together with details of audit work carried out.  Working papers are maintained for the following purposes:

· To provide the basis on which the audit opinion is given;

· To provide evidence of work that has been completed; and

· To help in the efficient planning and control of the work performed.

Working papers are split into two files, the permanent audit file (PAF) and the current audit file (CAF).

2.1 [bookmark: PAF]Permanent File (Permanent File Dividers)

The file is given structure by the use of permanent file dividers.  The front page is a control sheet that evidences that the file has been reviewed and updated on an annual basis.

The rest of the file is split into two sections.  The first section contains permanent information and should:

· Form the initial point of reference about the client's affairs for the staff involved with the audit, NSA 315, para A25 – A49 requires this information to be comprehensive.  A good rule of thumb is that you should be able to visualise the client.

· Contain information of a permanent nature that will be required on each period's audit, this includes:

· The letter of engagement;
· Bank authority letter;
· Key legal documents;
· Statutory information, etc.

· Prevent the repetition of information on each period's CAF.

The second section is the systems section, it contains an overview of the accounting systems as well as information on the higher level controls operated by the client and detailed system notes on the key transaction cycles operated by the client and the associated controls, NSA 315, para A50 – A121.  The level of recording will vary depending on the client, however, it must be detailed enough to allow walkthrough tests to be undertaken.

The contents of permanent files must be reviewed and updated as required every period and to aid this there is a Permanent File Checklist (Appendix 1.6) which should be completed each year. The completed checklist should be filed at Ac7 in the CAF.

[bookmark: AAF]2.2 	Current Audit File

The current audit file should:

· Contain a final copy of the financial statements that have been prepared / audited;

· Contain a copy of the financial statements for filing (if different);

· Contain a completed audit control papers section;

· Contain summaries of the audit work that has been carried out together with conclusions drawn and judgements made;

· Show the conclusions that have been reached on the accounting records and the presentation of the financial statements; and

· Contain detailed audit and accountancy schedules supporting the figures in the financial statements.

The Annual File Index

The annual file index shows the specific alphabetic reference that should be used for each working paper section.  All limited company current audit files should be referenced in accordance with this index.

Sections Aa to Ad are the control working papers. Aa covers finalisation and review of the current audit file, section Ab covers the review of the financial statements, Section Ac covers planning and Ad houses copies of draft financial statements.

The remaining sections contain the audit evidence to support the individual items in the Statement of Financial Position, Performance Statement(s), other primary statements and the supporting notes. The N section covers a number of supplementary areas, including accounting estimates, fraud and error, law and regulations and the use of third parties in the audit process.

Dividers that are not required for audit purposes should be marked "not applicable" and signed by the audit engagement partner to show that the area has been adequately considered.

The annual file index is designed for limited companies.  They may be used for other types of entity, so long as they are appropriately tailored.

Lead schedules

Lead schedules should be prepared for each figure appearing in the financial statements, and filed at the front of each section (B1, C1, etc.).  These schedules may be summaries of individual figures (e.g. receivables, payables, property, plant and equipment) or may themselves be sole items, (e.g. goodwill, bank balance, share capital).  They should be directly cross-referenced to the financial statements and also evidence that the corresponding amounts have been agreed to the previous period’s statutory financial statements.

Each lead schedule should contain:

· Client’s name;

· Accounting period;

· Subject / title (i.e. that appearing in the financial statements);

· Initials of the person who prepared the schedule and the date;

· Initials of the person who reviewed the schedule and the date;

· Current period's figures; and

· Corresponding amounts.

The lead schedules must be supported by detailed supporting schedules to back up individual items on the lead schedule if they are material.  All supporting schedules should be referenced to their lead schedule and vice versa.  All matters supporting the audit report and all significant judgements must be fully documented.

Audit programmes

Audit programmes should be filed directly behind the lead schedule on each section.  Practices can use bespoke audit programmes, alternatively, this Manual includes pro forma audit programmes for each section of the current audit file

The audit programmes only include the key audit tests necessary for an area and should be added to as appropriate in the planning stage.  When completing the audit programmes the following should be considered:-

These programmes only include a synopsis of the work to be undertaken. When using these programmes, more detailed supporting schedules must be prepared which document the:

· Objectives of the test;

· Approach to the test (including methods used to select samples and sources of information used);

· Results of the test (including any relevant explanation, for example, a key of symbols used); and

· Conclusion of the test (including the treatment of errors and exceptions).



General working papers

As noted above the scope of working papers will vary depending on the audit programmes utilised, however, all supporting working papers should show:

· Client’s name;

· Accounting period;

· A unique file reference;

· Subject / title (i.e. Receivables’ recoverability test);

· Initials of the person who prepared the schedule and the date; and

· Initials of the person who reviewed the schedule and the date.

Client produced schedules

The client's staff often produce schedules for their own purposes, which can be used on the audit files.  It will usually be beneficial to copy such schedules rather than spend time re-writing the information.

It may also be possible to ask the client's staff to produce specific schedules directly on the auditors’ behalf.  Such work can best be justified to the client by explaining the potential cost saving if the client's staff perform some of the routine tasks.  If the production of such schedules is crucial to the completion of the audit by a certain date, the client should be advised accordingly in the planning letter.

Any client prepared schedules included on the audit file must be annotated as such and signed and dated by the person who performed work on them and by the person reviewing that work.

Custody and confidentiality

It must be ensured that at all times working papers are kept safe and that their contents are not disclosed to third parties.  It is appropriate to sometimes show working papers to the client staff, for example, if they have agreed to sort out differences on a reconciliation, but great care must be taken to ensure that confidential information has not been disclosed to a member of staff who should not have access to it.

[bookmark: AppoinmentandReappointment][bookmark: appointmentandreappointment]3	Appointment and Re-appointment

The ICAN’s Code of Ethics requires consideration of whether an audit appointment should initially be accepted, and whether in subsequent periods, re-appointment should be accepted.

The detailed consideration (NSA 220, para 9 – 11) has to be undertaken at three stages of the assignment:

· Before accepting a new appointment, and prior to the commencement of the audit each year, the A.E.P. should complete the Regulation of Auditor’s checklist and the associated Consideration of Non-Audit Services Checklist to justify their decision;

· Prior to signing the audit opinion, the A.E.P. should consider that nothing has changed during the assignment which may affect their ability to sign the audit report on behalf of the practice, this is recorded on the Audit Control Record; and

· Prior to accepting reappointment for the following year, this is also recorded on the Audit Control Record.

In addition to ethical issues, the A.E.P. may also, due to the requirements of the NSA or for commercial or prudence reasons, wish to consider additional factors when deciding whether to accept (re)-appointment.

These may include:

· Recent or future changes in ownership;

· Integrity of owners;

· How the financial statements will be used;

· Whether the client has frequently changed auditors or other advisers in the past;

· The client's past involvement in litigation;

· Potential going concern problems;

· Questionable accounting policies or estimation techniques, especially if these relate to fundamental issues or lead to a repeat audit qualification;

· A history of slow payment of fees;

· Time or fee constraints; and

· Doubts about the return from the assignment.

If factors come to light once the engagement has been accepted or commenced that would have caused the auditor to decline the appointment had they been known at the outset, then they must consider whether to complete the current audit or to resign with immediate effect (NSA 220, para 13).  This decision will depend upon the nature of the factor concerned and the effect on the company’s shareholders.  It may, in certain circumstances, be preferable to continue with the audit and highlight the areas of concern in the audit report.

[bookmark: Definingthetermsoftheengagement]4	Defining the Terms of the Engagement

A letter of engagement defining the terms of engagement should be issued for all clients.  The main purposes of an audit engagement letter are:

· To confirm acceptance of the audit engagement (NSA 210, para 9);

· To define the scope of the audit.  This would include stating that the audit is not designed to identify all weaknesses in the client's accounting system (although weaknesses found in the course of the audit will be reported).  In addition, the audit is planned so that there is a reasonable expectation of detecting material misstatement, but the audit cannot be relied on to detect all possible misstatements (NSA 210, para 10 (a));

· To set out the responsibilities of directors and auditors (NSA 210, para 10(b) – (c));

· To advise directors that it is an offence to mislead the auditors;

· To inform the directors what they may be asked to provide (written confirmation of representations, sight of documents, details of events after the reporting date);

· To list other reports that may be issued (e.g. management letters).  If other reports are to be sent out, the letter of engagement should refer to their confidentiality and any conditions attached.  It should also give details, where relevant, of the terms for their distribution to third parties;

· To detail other services the firm may provide.  These may be better covered in separate letter of engagement appendices.  Where the firm is assisting the client by preparing the financial statements, the exact extent of the firm's involvement must be specified.  Additional services can only be provided if there is “informed management”, and is permitted by legislation and professional requirements currently in force;

· To summarise the law applying to the relationship between the firm and the client;

· To give details of the basis of fees and billing arrangements;

· To inform the client of their right to complain; and

· It also covers commercial issues including, the risk of electronic communication, details regarding the retention of client records, a paragraph designed to mitigate risk and details of disengagement procedures.

The client must sign a copy of the letter to evidence agreement with its terms.

Letters of engagement should be reviewed each period (NSA 210, para 13 / NSA 300, para 6(c)).  A new letter may be required if there have been changes in the client's business or management structure, or new legal or professional requirements.  A new letter may be needed if the client misunderstands the scope and objectives of the audit.  A new engagement letter should also be obtained if the scope of the assignment changes.  (NB: If a letter of engagement is more than three years old careful consideration should be made as to whether the terms are still appropriate).  If engagement terms cannot be agreed, then the auditor must withdraw from the engagement (NSA 210, para 17).

Wording for the specimen letter of engagement is included in Appendix 1.1.  This represents details of the audit assignment, with a separate covering letter being required (Proforma Documents / Appendix 1.1).  To reduce the bulk of the letter of engagement, we recommend including the “legal” paragraphs in a separate “Terms of Business” schedule, and this is included at Proforma Documents / Appendix 1.2.  However, this is not a mandatory requirement, and the auditor may wish to incorporate the covering letter, Terms of Business and wording relating to the audit assignment into a single letter of engagement.

[bookmark: CommencingPlanning]5	Commencing Planning

Planning is a continuous process that begins prior to the end of the client’s accounting period.

There is an Audit File Set Up Control Document available at Appendix 1.2, which should be used to ensure that the audit file is properly set up at the planning stage.

Tasks to be undertaken early, usually about one month prior to the period end, include:

· Completion of the Regulation of Auditor’s Checklist (including consideration of the provision of any non-audit services for the client);

· Reviewing the last period’s financial statements;

· Reviewing points brought forward from the previous period (including the management letter and the results of cold file reviews, if applicable);

· Sending the bank confirmation request letter(s) and other confirmation letters to third parties;

· Ascertaining whether inventory is material and hence, arranging for a member of staff to attend the inventory count (NSA 501, para 4);

· Determining whether the client uses a service organisation and whether this organisation has changed (NSA 402, para 9 – 14);

· Determining whether reliance will be placed on an expert (NSA 620, para 7);

· Reviewing the sales and purchase ledgers and deciding if circularisations are going to be undertaken;

· Reviewing accounting estimates, Appendix 1.7 should be completed;

· Identify who the pre planning meeting will be held with, and holding that meeting if possible;

· Updating the permanent file including knowledge of the business;

· Review of the client’s website;

· Press and industry publications research; and

· Summarising client discussions held throughout the period.

If the client is a parent undertaking preparing consolidated financial statements, and there are parts of the group that are audited by other auditors, there will be additional matters to be dealt with at this stage of the assignment relating to the other parts of the group.

[bookmark: Pre]6	Pre Planning

It is necessary to carry out certain pre planning procedures before the bulk of the planning documentation is completed.  These procedures are aimed at bolstering the auditor’s understanding of the client.

For some clients, there will be frequent client contact during the year, for others, depending on their size or complexity it may be appropriate to visit them or simply to speak to them over the telephone.  The this Audit Manual includes pro forma documentation for recording the client’s involvement in the pre planning process at Appendix 1.9. This form includes a list of matters which must be covered.

This process will contribute to the risk assessment stage of the planning by obtaining the client’s views on the business risks faced by the entity (NSA 315, para 15).  Business risk can be defined as ‘the threat that an event or action will adversely affect a business’s ability to achieve its ongoing objectives’ (see section 9.1 of this chapter for detailed narrative on business risk).

[bookmark: AnalyticalReview][bookmark: preliminaryanalyticalreview]7	Preliminary Analytical Procedures

NSA 520 ‘Analytical Procedures’ (para 5) requires preliminary analytical procedures to be applied on all audits.  The key aims are:

· To assist in understanding the entity's business e.g. identifying new sources of income;

· To identify areas of potential audit risk (therefore preliminary analytical procedures must be undertaken before the risk assessment) including potential indicators of fraud (NSA 315, para 6(b)); and

· To help in planning the nature, timing and extent of other audit procedures.

It is vital that expectations are established through initial client discussions and that any deviation in excess of a pre-determined “tolerance” is either verified or flows through to the risk assessment and audit approach (NSA 520, para 5(c)).

Information about the client's performance during the period and its situation at the period-end can be obtained from draft financial statements, the trial balance, management accounts, budgets, cash flow statements and business plans.

However, some smaller clients may not have draft figures or other internal financial information available at the planning stage.  In this situation, other sources of information should be used in the first instance to create an initial assessment, this may be narrative based.  The following can be useful sources of information for such clients:

· Last year’s financial statements;

· Non-financial data (number of employees, new property, plant and equipment etc.);

· Board minutes;

· Bank and cash records;

· Sales tax returns;

· Payroll records;

· Discussions / correspondence with the client during the period; and

· Period-end discussions with the client (particularly helpful on profit, cash levels, receivables and inventories).

Once draft figures are available then preliminary analytical procedures should be revisited and key figures and key business ratios should be calculated.  These calculations should be reviewed to see if they are as expected given previous experience and knowledge of developments during the period (NSA 520, para 5(b)). Variations in areas where there have been problems or omissions in the past will be of particular significance.

In addition, industry information can help to predict what the client's level of activity and net assets should be.  Information may be obtained from the Internet but care must be taken to ensure the information is reliable.  Government or other authorities can also be a useful source of information.  A general knowledge of current industry conditions, particularly changes in demand, is also important.

Managers or seniors should normally undertake the analytical procedures at the planning stage because they usually have detailed prior knowledge of the client.

Planning stage analytical procedures should be recorded at Ac9 (Appendix 1.10).

Further guidance on analytical procedures (techniques and investigating fluctuations) is given in Chapter 2 and Chapter 3.

[bookmark: Accountingsystems]8	Accounting Systems

When considering the client’s accounting system and internal control (NSA 315, para 18), the following stages must be followed:

· Ascertain the client’s accounting systems, including controls;

· Document the systems fully on the Permanent Audit File;

· Confirm the systems (including controls) operate as documented (by undertaking walkthrough tests on each material transaction cycle);

· Conclude on whether the accounting systems are appropriate to the client’s circumstances by reviewing the systems overview checklist and computer system review checklist on the PAF, and completing the appropriate question on the Audit Control Record; and

· Use knowledge of the client’s accounting systems to help assess risk and to determine the audit approach to be taken.

[bookmark: Ascertainclientssystems]8.1	Ascertain the Client’s Accounting Systems

The sources of information used to ascertain the systems will be:

· Previous auditors’ working papers;

· Client’s procedures manual;

· Discussions with the client’s management and staff during the year and at the pre planning meeting;

· Inspection of relevant documents;

· Observation of operations; and

· Existing knowledge of the client’s system.

[bookmark: Documentaccountingsystems][bookmark: documentingtheaccountingsystems][bookmark: RecordingtheAccountingSystem]8.2	Documenting the Accounting Systems

The documentation of the accounting systems will include:

· An overall description; and

· Notes detailing each material accounting process within the overall accounting system (including controls).

[bookmark: systemsoverviewchecklist]Systems Overview Checklist

The first step is to complete Part 1 of the Systems Overview Checklist (see Appendix 1.8.1).  This gives an overview as to which accounting records are processed by an integrated nominal ledger package or by other means and also which, if any, are prepared by either the auditors or another service organisation.

Where any of a client’s accounting records are computerised, it is also necessary to complete Part 2 of the Systems Overview Checklist to give detail on the hardware and software used.

Both parts of the Systems Overview Checklist should be filed on the Permanent Audit File at B1 and should be updated each year as appropriate.  Once appropriate audit fieldwork has been completed the auditor must confirm whether or not the accounting system provides a reliable basis for the preparation of the financial statements and whether appropriate accounting records have been kept.  This is confirmed via a question on the Audit Control Record at Aa1 (Appendix 3.1).

Detailed Systems Notes

It is also necessary to prepare detailed systems notes in Section B of the Permanent Audit File.  This should include:

· A chart indicating the organisation of the accounts department and responsibilities of the individuals;

· Details of any service organisation used, including a copy of their letter of engagement;

· Details of computer packages used;

· Narrative notes or diagrammatic representations (as appropriate) giving an overview of the accounting system;

· Details of how management information is prepared, e.g. frequency of budgets, trial balances, management accounts etc.; and

For each transaction cycle:

· Information on how a transaction is generated;

· Details of inputting into the system;

· Details of printouts obtained;

· Details of controls operated manually and within the computerised system.

Systems notes should be clear and concise without being too detailed.  Cross-referencing to client prepared records for a more detailed record of the system may be possible.  It is not sufficient to simply say the client uses a particular accounting software package.  The records of the computer system should:

· Link with the records which detail the manual system for input and output (where applicable) ; and

· Show the overall document flow within the organisation in sufficient detail to allow the auditor to assess the relevant control strengths and weaknesses.

A common weakness is for systems notes not to cover journal entries, inventories, credit control or management of property, plant and equipment.

[bookmark: ConfirmingtheOperationofthesystem][bookmark: confirmingoperationofthesystems]8.3	Confirming Operation of the Systems (Walkthrough Tests)

Once notes have been made of the systems, the client's staff should usually be asked to confirm whether the auditor's understanding is correct and to check for any omissions.  Any questions should be cleared up with the client's staff.

Once the system record has been amended (if required) it should be confirmed by carrying out ‘walkthrough’ tests.  A walkthrough test is a specific test in which a transaction is traced through the accounting system, including associated controls to ensure that the system is operating as recorded.  Ideally, this should be done as part of the pre planning process, if this is not possible, it should be one of the first tasks undertaken during the fieldwork.  The transaction used for the walkthrough test should be randomly selected by use of a random number table see Appendix 1.18.

Walkthrough tests should be performed for each major accounting process.  For example, at a construction merchants’, cash sales could be made to members of the public who come into the shop to buy individual items and credit sales could be made to approved customers who are in the construction trade and buy in bulk.  It is therefore necessary to test:

· One cash sale; and

· One credit sale.

If, however, there had been a change in the cash sales system in the middle of the period, the auditor would need to document the new system and then walkthrough all systems operating in the period so as to understand how the balances made their way into the financial statements.  The following walkthrough tests would need to be performed:

· One cash sale under the old system;

· One cash sale under the new system; and

· One credit sale.

The current audit file should note that walkthrough tests have been carried out, and draw conclusions on whether the systems are working properly.  The item selected should be documented – it is not sufficient just to tick down the system notes.  Each Performance Statement programme includes a test ‘Undertake one walkthrough test for all systems in operation during the period to confirm that the system operates as documented on the permanent audit file’.  This is the appropriate place to record the work undertaken on walkthrough tests.

[bookmark: Assessmentofsystems][bookmark: assessmentoftheaccountingsystems]8.4	Assessment of the Accounting Systems

Whatever the level of detail of the recording, the key objectives of assessing whether the organisation has kept adequate accounting records and whether the accounting system is an adequate basis for the preparation of the financial statements should be fulfilled.  This means ascertaining that the system:

· Includes all transactions;

· Includes only valid transactions;

· Ensures the details recorded are accurate;

· Records transactions in the correct time period;

· Records transactions in compliance with statutory requirements and generally accepted accounting principles;

· Permits proper measurement of transactions;

· Describes transactions in sufficient detail for financial reporting;

· Assists in safeguarding assets;

· Provides information in sufficient detail to identify going concern problems;

· Ensures compliance with law and regulations that are material to the organisation;

· Identifies and accounts for litigation, claims and assessments;

· Limits the possibility of fraud and error; and

· Records all material related party transactions.

The auditor must be alert to the fact that often problems with accounting records, such as inadequate documentation or out of balance control accounts, can be indications of fraud or material error.

All of these factors need to be considered before concluding on the Audit Control Record whether or not the auditor is satisfied that the organisation has kept adequate accounting records and whether or not the auditor is satisfied that the accounting system provides a reliable basis for the preparation of accurate financial statements.  The work done on walkthrough tests will form the basis of this conclusion, but the results of the tests of detail (see Chapter 2) and / or control testing (see section 2 of Chapter 2) will also be relevant.

[bookmark: Determineauditapproach][bookmark: determiningtheauditapproach]8.5	Determining the Audit Approach

The approach to testing items in the Performance Statement(s) will be determined by the work done on a client’s system.

If the walkthrough tests are successful then it may be possible to partially or fully replace transaction tests with analytical procedures.  In order to be able to do this, audit work on related balance sheet areas must also be completed successfully.  So, for example, on the Cost of Sales audit programme, it says that in addition to successful walkthrough tests, cut-off testing and scrutiny tests in the Payables section (section I) must also have been completed satisfactorily.  There is more guidance on this in Chapter 2.

When deciding whether or not transaction tests are required, the auditor should also consider whether or not the client’s accounting systems are computerised.  Where a client has manual books and records, it is more important to check casts, postings, balance extraction etc. because the human factor makes all transactions inherently prone to unsystematic error.  However, where a client has computerised records, this means that the core transactions making up the accounting records are likely to be processed properly.  The human factor must still be considered, as people may make coding errors for example, but the risk is far less than with a manual system and it is likely that any such isolated errors will be immaterial.  If there are errors in the software itself, then these are likely to be systematic errors and so will be revealed when using analytical procedures.

It would be usual to perform transaction tests in the first year of the firm acting as auditor (unless they have access to the previous auditor’s working papers) because there would be no prior knowledge about the client, their systems, and their operation (NSA 330, para 13 – 14).

[bookmark: Incorporatingintoauditprocess]9.	Incorporating a Business Risk Assessment into the Audit Process

In addition to ascertaining and confirming the operation of the client’s accounting system, it is necessary for a business risk assessment to be incorporated into the audit process.  The auditor should obtain an understanding of the entity’s process for identifying business risks relevant to financial reporting objectives and deciding about actions to address those risks, and the results thereof (NSA 315, para 15 – 16).  If the entity’s risk assessment process is appropriate to the circumstances, it assists the auditor in identifying risks of material misstatement.

The first step should be to obtain an overview of the risk assessment process with the client.  This is an integral part of preplanning discussions with the client.  The key points to be covered at such a meeting are to:

· Find out how the client’s business is doing in general terms;

· Establish what the client’s perceived main risks are; and

· Establish sufficient information about the key contingency plans for the client to enable an initial assessment to be performed.

Having discussed the above points with the client, the auditor should then go on to perform the business risk assessment.  Section 10 of this chapter considers how to conduct the business risk assessment.

A business risk assessment aids the audit in a number of ways:

· It gives the auditor a very good knowledge of the business, hence aiding compliance with the International Standards on Auditing on planning, knowledge of the business, law and regulations, risk and going concern;

· It enables the auditor to identify unmanaged business risks and hence focus the audit risk assessment on the financial statement implications of those risks.  This means the audit approach can concentrate on the most risky areas;

· The client can be advised in the management letter on how to manage the uncontrolled risks identified, hence reducing audit risk in the future;

· It ensures the audit is performed as efficiently as possible; and

· The client can be given pro-active business advice at the conclusion of the audit.

Having completed the business risk assessment, the audit can be planned in the usual way, incorporating the knowledge acquired during the business risk assessment.

[bookmark: Businessrisk]9.1	Business Risk 

Business risk can be defined as ‘the threat that an event or action will adversely affect a business’s ability to achieve its ongoing objectives’.

Business risk results from both external and internal factors and the way in which management controls and plans to control these risks into the future.  In other words, business risk is made up of a combination of inherent risk and control risk.  It can, therefore, be fitted into the audit risk equation:

	Business Risk (BR)
	=
	Inherent Risk (IR)
	x
	Control Risk (CR)
	
	

	
	
	
	
	
	
	

	Audit Risk (AR)
	=
	Inherent Risk (IR)
	x
	Control Risk (CR)
	x
	Detection Risk (DR)

	
	
	
	
	
	
	

	Therefore,
	
	
	
	
	
	

	Audit Risk (AR)
	=
	Business Risk (BR)
	x
	Detection Risk (DR)
	
	



This is because all inherent and control risks originate in unmanaged business risk.  If the auditor can identify business risks, how they are managed and the level of unmanaged business risk, they can tailor the audit approach and change the level of detection risk so giving an overall acceptable level of audit risk.

[bookmark: ExternalFactors][bookmark: ExternalFactorsEffectingBusinessRisk]9.2	External Factors Affecting Business Risk

The external factors the business faces are in fact the opportunities and threats it has to react to.  Examples include:

	Political factors
	e.g.
	changes in fiscal policy

	Economic factors
	e.g.
	availability of credit, changes in exchange rates, interest rates and levels of employment

	Social, cultural and demographic factors
	e.g.
	changes in tastes, fashion and demography 

	Technological factors
	e.g.
	discoveries of new methods and products

	Legal factors
	e.g.
	changes to employment and environmental legislation



[bookmark: InternalFactorsaffectingBusinessRisk][bookmark: InternalFactorsEffectingBusinessRisk]9.3	Internal Factors Affecting Business Risk

The internal risks result from the strength and weaknesses of the business.  For example, how effective the business is at managing the following:

· Products and services;

· Customers and suppliers;

· Cash flow management and financing;

· Human resource issues;

· Technological development; and

· Infrastructure.

[bookmark: HowToPerformABRA]10	How to Perform a Business Risk Assessment

The best way to approach business risk assessment is to have a ‘brainstorming’ meeting with the client.  It is estimated that for most small, owner-managed businesses, the whole process should take no more than three or four hours.

As the areas to be discussed are likely to be sensitive the purpose of the meeting would need to be agreed in advance and highly experienced audit staff should attend (usually the A.E.P. and/or manager).  From the client, the owner and senior management should certainly attend.  Other key individuals may also attend, depending on the circumstances, e.g. other directors, managers and perhaps department heads.

As the meeting will take up the time of high-ranking individuals of both the client and the auditors, it must be well structured.  Any documents that the client can provide regarding a risk assessment that they have themselves undertaken will also assist in providing “knowledge” that can be built upon during the meeting.  A chairman should be appointed (probably the A.E.P.) and comprehensive notes will need to be taken.

The meeting should follow the following stages and each stage must be concluded before moving on to the next stage:

· Identify the business characteristics;

· Identify the risks of not achieving the business objectives arising from each of the business characteristics;

· Prioritise the identified risks, according to the likelihood of them occurring and the potential impact if they did occur;

· Identify the financial statement implications of the prioritised risks; and

· Make recommendations for possible actions or controls that could be put in place to limit, reduce or avoid the risks.

[bookmark: Establishingbusinessobjectives][bookmark: Identifyingbusinesscharacteristics]10.1	Identifying the Business Characteristics

This stage involves finding out the detail of the client’s business.  In particular, it is necessary to consider the:

· Organisation structure;

· Business activities; and

· Business and reporting environment.

As well as generating a list of characteristics under each of the above headings, it is also necessary to consider the relevance of each characteristic, e.g. when identifying the company’s major suppliers, it is likely that they should be reliable, competitively priced, and provide quality supplies.

[bookmark: Identifyingrisks]10.2	Identifying the Risks

The next stage is to consider the risks arising from each of the business characteristics (identified in the previous stage).

So, if for example we had a client who retails women’s clothing from a small high street outlet, we would start with one of the business’s characteristics, e.g. that it has a well-established client base, and identify an associated risk as being competition from major chain stores.  We would then conclude that if this risk occurs, the client might not meet an overall business objective of sustaining profit levels.  This in itself does not create an audit risk, but it could be a factor which could lead to “aggressive earnings management”.

Taking another example for the same client, we might take another of our business characteristics as being the fact that the bank has provided the client with an overdraft and hence is a stakeholder in the business.  We may then identify a risk posed as the company not being able to renew its overdraft facility at the next renewal date or have the facility removed at any time due to changes in the bank’s policies.  We would then conclude that if this risk occurs, we might not be able to meet another overall business objective of continuing to trade as a going concern for the foreseeable future.

[bookmark: Prioritisingrisks]10.3	Prioritising the Risks

By this stage, all the major risks the business faces should have been identified.  It is now necessary to try to rank the risks according to:

· How likely they are to occur; and

· The impact if they were to occur.

The easiest way to do this is to plot the events on a ‘risk map’, where the x-axis represents the likelihood of the event occurring and the y-axis the impact of the risk.

The risk map can then be divided into four quartiles:

· Low impact / low likelihood

· High impact / low likelihood

· Low impact / high likelihood

· High impact / high likelihood

Each risk (as already identified and written on a post-it note in the previous stage) should be placed in the appropriate position on the risk map.

When assessing the likelihood of an event occurring, the controls the business has in place to respond to the threats should be taken into account as they may reduce the likelihood of the event occurring, the impact the event could have, or both.

Example events for a business, which might fit into each of the four areas, could include the following:

[bookmark: lowimpactlow]Low impact / low likelihood – E.g. Computer network 

This is not very likely if the system is well maintained.

It is probable the organisation will operate a dual server system or have cloud back up, thus data should not be lost.  It is possible that the actual operations of the organisation can continue even with a total network failure (by the use of alternative email accounts and laptops) albeit with considerable short term disruption, so the impact is also low.

[bookmark: highimpactlow]High impact / low likelihood – E.g. Fire and flooding.

These are events that the business hopes will not happen and thankfully are relatively uncommon.

However, if a warehouse were flooded or burnt out the impact could be very serious.  Even if the business has insurance, the lead-time in its production may mean that customers would be forced to find alternative suppliers in the meantime and this might result in customers being lost.  Hence the impact is assessed as high.

[bookmark: lowimpacthigh]Low impact / high likelihood – E.g. Accidents in company vehicles.

If a business provides its delivery staff with vehicle there is a reasonably high likelihood of accidents occurring.

However, providing the business is insured (and there are no uninsured liability issues) the likely effect on its continued profitability is minimal, hence the low impact assessment.

[bookmark: highimpacthigh]High impact / high likelihood – E.g. The products of businesses operating in technology industries become outdated.

Given the constant developments in this field, the likelihood of this occurring is quite high.

Failure to keep abreast of current developments is likely to pose significant problems to the business’s ability to continue trading, as its customers will go elsewhere, hence the impact is also high.
[bookmark: identifyingauditimplications]
10.4	Identifying the Audit Implications

Once all the business risks have been identified and plotted on the risk map, the analysis is complete.  The auditor must next consider the implications on the audit planning process (NSA 315, para 25 – 26) and ensure they are fully documented on the Inherent Business Risk Assessment.  It is also useful to include a copy of the risk map as part of the audit planning to ensure that the whole thought process is properly documented.

The implications should be considered both in terms of:

· The risks that impact on the audit as a whole; and

· The risks that impact on specific account balances, there is a specific question on the individual area risk assessment form.

As a rule of thumb when planning the audit based on a business risk assessment it is a good idea to concentrate on the ‘high likelihood’ part of the risk map when identifying those audit areas where most work is necessary and the ‘low likelihood’ part when considering where audit work can be reduced.

[bookmark: Assessmentofrisk]11	Assessment of Risk

NSA 315 “Identifying and Assessing the Risks of Material Misstatement through Understanding the Entity and its Environment” states that “the objective of the auditor is to identify and assess the risks of material misstatement, whether due to fraud or error, at the financial statements and assertion levels, through understanding the entity and its environment, including the entity’s internal control, thereby providing a basis for designing and implementing responses to the assessed risks of material misstatement” (NSA 315, para 3).  Any risks which are identified which are deemed to be “significant” will require special attention during the audit assignment.

Audit risk is made up of the following components:

Audit Risk(AR) = Inherent Risk(IR) x Control Risk(CR) x Detection Risk(DR)

Inherent risk and control risk differ from detection risk, as the auditor cannot change them. The audit approach taken must ensure that the overall audit risk is kept to an acceptable level.  To do this the auditor can change the level of detection risk by varying the testing and sample sizes used so as to control the overall level of audit risk.

The importance of planning is that it enables the auditor to obtain and update their understanding of the nature of the business and the environment it operates in, i.e. the inherent risk and the control environment, i.e. the control risk.  When the levels of risk that exist within the business have been assessed (inherent and control) the auditor can determine the approach and the levels of testing that will be required on the audit.  Proper planning is, therefore, vital if risk is to be controlled.

It is necessary to consider the business risk that an enterprise faces.  Business risk results from a combination of the inherent and control weaknesses of an entity.  The advantages of adopting a business risk based approach are that it allows the audit to be forward looking and can identify value-adding opportunities through a constructive management letter.  A detailed narrative on business risk is included in the text of section 9.

Obtaining, maintaining and recording background information on clients is key to the control of audit risk. Under NSA 315 “Identifying and Assessing the Risks of Material Misstatement through Understanding the Entity and its Environment” everyone involved in the audit must be aware of the factors, which will significantly affect the financial statements and audit.  This knowledge will be used to assess inherent and control risk, which in turn will determine the audit approach to be taken.


[bookmark: inherentrisk][bookmark: documentingriskassessment]11.1	Documenting the Risk Assessment

The risk assessment process in the this system is undertaken in four or five stages depending on the audit approach to be adopted, they are:

· Assessment of inherent business risk (of the business as a whole) (NSA 315, para 11);

· Assess the control environment in general terms (NSA 315, para 14);

· Assess the inherent risk of each area on the file down to assertions level (NSA 315, para 25);

· Assess the control risk relevant to an individual area (only applicable if it is intended to undertaken test of control on that area) (NSA 315, para 22 – 24); and

· Summarise all of the above information on the risk summary (NSA 315, para 32).

This system allows risk relating to the client as a whole to be assessed either via a narrative approach or alternatively by completing risk assessment checklists, or any combination of the two.  Assessment of risk in each individual area can only be undertaken via a narrative approach.  It is up to the practice as a whole to determine whether it is acceptable to undertake a checklist based approach for the client as a whole, and for the A.E.P. to determine which approach is most applicable to the assignment in question.  The risk summary should be completed irrespective of what system is being followed (Appendix 1.11.1 or 1.11.2, Ac10/1).

[bookmark: Inherentriskandthefactorstoconsider][bookmark: inherentbusinessrisk]11.2	Inherent Business Risk

Inherent risk is the susceptibility to material misstatements and should be considered before assessing the internal control environment.  The following should be considered when examining inherent risk:

· High technology industries e.g. the software industry – If a client operates in a high technology industry it is likely to be subject to rapid change and as a result products, services or machinery can become quickly obsolete.

· Highly volatile sectors e.g. the fashion industry – If a client operates in a highly volatile sector, results may be subject to sudden upturns or downturns.

· Inexperienced management – If client management has neither the qualifications nor the relevant experience to manage the business the possibility of misstatement in the financial statements is increased.

· Highly regulated sectors e.g. the financial services industry – If law and regulations are key to the business and are breached, it may result in fines or even the business being forced to cease trading.  A vital part of gaining knowledge of the business is obtaining an understanding of the reporting requirements and regulatory environment the client faces.

When using the Inherent Business Risk Checklist each question should be answered ‘Yes’, ‘No’ or ‘N/A’ and after all questions have been addressed, it should be considered whether inherent risk for the entity as a whole represents a low, medium or high risk.  There is space on the form to note any comments relevant to the assessment because the decision will be judgmental and considerations must be fully documented.

If the risk is deemed to be high(er) then this could have a number of implications on the audit including:

· Reconsideration of whether the audit should be undertaken;

· Heightened concerns over the going concern status of the entity;

· Staffing level, it might be considered necessary to use more experience staff;

· The need for an Engagement Quality Control Reviewer (EQCR);

· General audit approach, for example transaction tests might be undertaken instead of detailed analytical procedures;

· It might be deemed that procedures that give better quality audit evidence should be undertaken, for example receivables’ circularisation etc.;

· Ensure that the audit timetable will facilitate undertaking the appropriate safeguards; and

· Renegotiate an increased fee.

[bookmark: controlrisk][bookmark: Controlrisandthefactorstoconsider][bookmark: controlenvironment]11.3	Control Environment

The control environment is the framework within which a system of controls is developed, and also the attitude, abilities and actions of management, corporate culture and common values.  The key aims of assessing the control environment are:

· To determine whether a reliable accounting system can operate within it;

· To consider management's ability to make the necessary judgements and estimates;

· To consider whether management are exercising effective control over the business;

· To identify the opportunities for mistakes and distortions by management;

· To identify whether management can over-ride controls; and

· To assess whether management has sufficient reliable information for effective control of the business and which can identify going concern issues.

As far as the audit approach is concerned, assessment of the control environment will determine:

· Whether or not control testing will be used;

· Whether transaction testing will need to be undertaken; and

· For those areas perceived as having weak controls where audit work needs to be focused.

Small Businesses (NSA 315, para A84-A86)

Small, or uncomplex, businesses will generally have only a few staff and, as a result, the segregation of duties will often appear to be inadequate.  However, this apparent weakness is usually compensated for by the close involvement of the proprietor (or director/shareholder) in the day-to-day management and accounting procedures.  The difficulty in this situation is that the controls are less formal, can be over-ridden by management and consequently evidence of their performance and hence effectiveness tends to be lacking.

As a consequence it is unlikely that it will not be possible to efficiently apply control testing and so it will not be worth spending much time evaluating the control environment for this purpose.  Instead, it will only be necessary to undertake a relatively brief review of the control environment to identify risk areas, as testing will be purely substantive.

The second section of the narrative risk assessment or the Control Environment Checklist (see Appendix 1.11.1 or 1.11.2) must be used for all clients to assess their control environment.

On the Control Environment checklist the questions are all key control questions which should be answered yes or no.  Any yes answer indicates that the control environment is potentially ineffective.  Once the questions have been completed it is necessary to consider whether the controls are effective or ineffective and whether they will be tested as part of the audit fieldwork.

If the control environment is deemed to be effective then it should be justified why tests of control are not being undertaken.

[bookmark: assinherentriskassertion]11.4	Assessment of Inherent Risk for Each Area to Assertion Level

For each individual area in the Statement of Financial Performance (i.e. receivables) and Performance Statements (i.e. sales) the risk assessment must not only address the area as a whole but also all the appropriate assertions. These assertions (NSA 315, para A124) are:-

Statement of Financial Position:

· Existence;

· Rights and Obligations;

· Completeness;

· Accuracy, Valuation and Allocation; 

· Classification; and

· Presentation.

Performance Statement(s):

· Occurrence;

· Completeness;

· Accuracy;

· Cut-off;

· Classification; and

· Presentation.

If the risk for a specific assertion is considered higher than the others, the risk factor for that assertion must be over-ridden as appropriate.  This will then affect the sample size which will be increased only for the tests covering that particular assertion.  This enables the fieldwork to be focused on the higher risk areas.

[bookmark: interactioninherentrisk]11.5	Interaction of the Inherent Business Risk and the Individual Area (Assertion) Risk

It needs to be considered what happens when the Inherent Risk of the Business and the Individual area risk assessment differ.

If the individual area is higher than the risk of the business as a whole then that risk level should be used and it should be considered whether the issue is so important that it affects the inherent risk of the business as a whole.

If the inherent risk of the business as a whole is higher than the individual area the question is, should the individual area be overridden to the higher risk.  This is a judgment call.

· If, for example, the reason for the difference in risk levels is that the inherent risk of the business as a whole is high due to the impending sale of that business, then the risk attached to each area will probably have to be increased.

· If, for example, the business is high risk due to being in the IT sector then it might be possible for certain areas like bank and cash, payroll costs, receivables and payables to be left at their calculated risk and other areas such as intangible assets and inventories to be increased.

[bookmark: individualcontrolrisk]11.6	Individual Area Control Risk Assessment

If controls are going to be tested in a certain area then a detailed control risk assessment will have to be undertaken for that area.  It will conclude whether the controls in that area are likely to be effective or ineffective.  If they are effective then a low risk sample size can be utilised, if they are ineffective there is usually little point in testing them.

[bookmark: Materiality]12	Materiality and Performance Materiality

Definition - ‘Information is material if its omission or misstatement could influence the economic decisions of users taken on the basis of the financial statements.  Materiality depends on the size of the item or error judged in the particular circumstances of its omission or misstatement.  Thus, materiality provides a threshold or cut-off point rather than being a primary qualitative characteristic which information must have if it is to be useful.’ (IASB’s Framework for the Preparation and Presentation of Financial Statements).

It is not only the responsibility of the auditor to calculate a materiality level but also to consider the quantity and nature of any misstatements therefore materiality is used as a basis for deciding what has to be disclosed in the financial statements or which errors have to be corrected whether financial or qualitative.  Materiality is also used for audit purposes in determining the nature and extent of audit procedures.

[bookmark: SettingMaterialityattheplanningstage]12.1	Setting Materiality at the Planning Stage

The aim of setting materiality is to specify what level of error or omission would change the addressees' minds about the financial statements.  Therefore, an understanding is needed of:

· Who the addressees are and what they need to know; and

· Which figures in the financial statements and which primary statements they are interested in.  Their interest may be influenced by the purposes for which they will use the financial statements, for example, showing to the bank manager.

This discussion should be incorporated into the preliminary client discussion addressed on Ac8 (Appendix 1.9).

Whilst the calculation of a materiality level will mean that any item which is individually above performance materiality will have been tested, along with a selection of other items, it does not take into account the possibility that there may be additional, unidentified and uncorrected misstatements which may mean that (unbeknown to the auditor) there are material errors in the financial statements.

For the purposes of NSA 320, para 11, performance materiality means the amount or amounts set by the auditor at less than materiality for the financial statements as a whole to reduce to an acceptably low level the probability that the aggregate of uncorrected and undetected misstatements exceeds materiality for the financial statements as a whole.  If applicable, performance materiality also refers to the amount or amounts set by the auditor at less than the materiality level or levels for particular classes of transactions, account balances or disclosures (NSA 320, para 9).

NSA 320 does not prescribe how to calculate materiality but Appendix 1.15 sets out a means of calculating materiality for the financial statements as a whole under this system.  It also sets out a means for calculating performance materiality for specific classes of transactions, account balances and disclosures.

The auditor must document the factors considered in the determination of materiality as a whole, performance materiality and, if applicable, the materiality level(s) for particular classes of transactions, account balances or disclosures. The determining of materiality involves the use of professional judgement, therefore the auditor must be able to justify the chosen benchmark used as a starting point in determining materiality. See NSA 320.A3 for guidance. 

For example: for a trading company where the Directors are focused on profit, profit before tax may be the most relevant benchmark to use. For an investment property company, it is likely that the gross assets figure would be the most appropriate benchmark. For service companies, cost-plus entities or not-for-profit entities, it is likely that revenue will be the most appropriate benchmark. 

If the most relevant benchmark for an entity is volatile year on year, such that using that benchmark would result in incomparable materiality figures year on year, other benchmarks may be considered to be more appropriate.

In addition, adjustments need to be made for any anomalies that may affect materiality.  For example, for an owner-managed business where the owner takes much of the profit before tax in the form of remuneration, "adding back" the owner's remuneration to the profit before taxation figure would provide a more relevant benchmark to be used in the materiality calculation.

The calculation is only an indication of what the materiality figure should be and the A.E.P. needs to carefully review this figure and conclude whether it is appropriate for the business.

The materiality calculated at planning is used for the following:

· Sample size calculation;

· Whether an area is considered in detail or not; and

· To identify any specific balances to be audited.

[bookmark: Materialityandsampling]12.2	Materiality and Sampling

Materiality is used in conjunction with the risk levels assessed when calculating substantive sample sizes, it has no impact on the sample size for transaction tests or tests of control.

[bookmark: natureoftheitems]12.3	Nature of the Items

Certain items, principally those where sensitive disclosures are required in the financial statements (e.g. loans to directors and auditor’s remuneration) should always be regarded as material.  Appendix 1.15 sets out a level of performance materiality for certain items which are expected to be accurate (which allows a small margin for error, which avoids the possibility of the financial statements containing material errors which may only amount to US$5) (NSA 320, para A10).  Consideration of auditor’s remuneration is covered on the Audit Control Record where the amount disclosed in the financial statements is required to be reconciled to the schedule of non-audit services.

Other sensitive items include transactions with related parties and illegalities and irregularities.  An immaterial illegal payment may lead to a material contingency or loss of assets.

In addition, items that affect the key ratios (profit margin, liquidity ratios), or the tax charge may have a different materiality level set for them.

[bookmark: circumstances]12.4	Circumstances attached to the Materiality Calculation

Circumstances that may mean that the materiality calculation is modified for some items or the financial statements as a whole include:

· A change in accounting policy, or a departure from a treatment normally required.

· The business being investigated for a potential purchase.

· Where small changes in figures may cause bank covenants to be breached.

· Where the going concern basis may be inappropriate.

· Critical changes (i.e. changing net assets to net liabilities, a profit to a loss and shareholders’ funds to shareholders’ deficit).

· Specific terms of engagement imposing additional responsibilities, for example, looking for fraud or the requirement to report to a regulator.  These may be strictly outside the scope of the audit but will affect materiality levels if the work is done along with the audit work.
[bookmark: Tolerableerror]
[bookmark: MaterialityandTax]12.5	Materiality and Tax

More detail may be needed in working papers on particular items for tax purposes than is warranted by their audit materiality to assist in the preparation of the tax computation.  These areas should be highlighted on the Assignment Plan (Appendix 1.16).

[bookmark: AuditStrategy]13	Audit Strategy 

Once preliminary evaluation has been made of the accounting system and control environment and materiality, risk and preliminary analytical procedures have been undertaken, then an audit strategy can be drawn up.  This involves making certain key decisions and then developing the audit plan and detailed audit programmes.  Key elements in setting out a strategy are:

· Deciding on the objectives.  As well as the normal objectives consideration is needed as to whether client requirements impose extra objectives, e.g. extra assurance on the operation of controls in certain areas.  It is also necessary to consider how the client views the audit.  If the client only wants the minimum level of cost and does not look on the audit as a means of improving current practices the client may not be interested in receiving a detailed management letter outlining all identified weaknesses in their system.  However, it is a requirement that a management letter is sent on all audit assignments where deficiencies in internal control have been identified (NSA 265, para 9 – 10).

· Deciding how much reliance for audit purposes can be placed on accountancy work carried out for the client, and how much extra audit assurance will be needed as well.  Ideally, accountancy and audit work will be split, but if the person carrying out the audit work is also extensively involved in the accountancy work, they must have their work (or non-audit work) reviewed by someone who is not part of the audit team, alternatively the audit work could be subjected to an Engagement Quality Control Review.

· Deciding which areas and items are key to gaining sufficient audit assurance (NSA 330, para 6).  Key audit areas will include:

· Areas which are material;

· Areas where the risk of material misstatement is considered to be greatest due to fraud or error;

· Complex areas;

· Areas which require special attention (e.g. directors' or related party transactions); and

· Areas which are vital to the company's ability to continue as a going concern.

Key items will include:

· High value items (including those greater than performance materiality);

· Those which relate to the company's compliance with law and regulations; and

· Those which have a particular risk of misstatement (e.g. transactions processed whilst the accountant was on holiday).

· Deciding on the extent of tests of control and transaction testing (see Chapter 2 for guidance on the factors that are important here).

· Evaluation of how much assurance is likely to be gained from different types of tests.  Factors here include the extent to which analytical procedures can be relied upon, and whether risk and materiality levels are such that different types of test will have to be used to gain enough assurance.

· Deciding how much reliance could or will have to be placed on management representations, and how much on evidence generated by the auditor and other independent evidence.  A high risk of errors may mean little reliance can be placed on management representations and extensive independent evidence may be required.  Alternatively, independent confirmation may be needed in specific areas (e.g. from legal advisers re contingencies, from banks re overdraft facilities).

· Deciding how much assurance will be needed on subsidiaries, associates, joint ventures or branches at home or overseas.  The possibility of fraud and error, illegal acts and related party transactions should be considered.

· Deciding on the timing of work.  As well as period-end procedures, the results of certain tests could, if carried out early on (as part of an interim audit), influence the extent of other work.

· Deciding on how information technology will be used.

[bookmark: flowchart]13.1	Audit Approach Flowchart

The following flowchart should be used to assist in deciding upon the appropriate audit approach for the entity:
	Tests of control
Is financial information disaggregated to the extent it can be used to carry out supportive analytical procedures, and do wish to carry out detailed analytical work on this area?
Document system and controls
Undertake walkthrough tests on each transaction cycle
Testing
Performance
Statement(s)
Testing Statement of Financial Position
Substantive testing
Is financial information adequately disaggregated to undertake meaningful analytical procedures and do we wish to use this approach?
No
Is the population homogenous , not valued or do we wish to undertake a transaction testing approach?
Yes

No

Does the entity have significant internal controls that are to be tested?
Yes

No
Yes

Extensive analytical procedures

Substantive testing
Supportive analytical procedures
Yes
No
Reduced substantive testing

Transaction testing
Successful?
Yes
No
Successful?
Yes

No


This approach should ideally not be used in the first period of the firm acting as auditor (unless they have had access to the previous auditors working papers)



[bookmark: documentingauditplanning]
14	Documenting Audit Planning

An Assignment Plan (Appendix 1.16 (Ac14)) should be prepared for all assignments to evidence that the planning has been undertaken in accordance with NSA 300 ‘Planning an Audit of Financial Statements’ and to assist staff (NSA 300, para 2).  The assignment plan should ideally be prepared on screen so that it may be saved and carried forward, subject to update, to the following period’s audit. It should include the following information:

Consideration of Specific Skills required for the Assignment

The competency of the assignment team (including the Engagement Quality Control Reviewer, if applicable) should be assessed (NSQC 1, para 30 – 31), particularly if there are specialist areas to consider in the file e.g. a defined benefit pension scheme, share-based payments or construction contract calculations. Reference should be made to previous practical experience and CPD courses attended.

A.E.P. Approval of Planning

The A.E.P. should sign and date to show approval of the planning before the fieldwork commences (NSA 300, para 11).

Independent Internal EQCR Approval of Planning

Where it has been noted on the Regulation of Auditor’s Checklist that an Internal EQCR is required, the Internal EQCR should sign and date before the fieldwork commences (NSA 220, para 20) and sign the staff confirmation that the planning has been read and understood.

Background Information

This section should include a description of what the client does, i.e., the nature of its business, its organisation and its way of operating. It should also include basic facts about the client such as its location, key personnel, etc. cross-referenced to the permanent audit file as necessary.  

Reason Why Audit is being Undertaken

This is a checklist section that documents why an audit is being undertaken. Special care is needed as it might highlight a duty of care to a third party.

Significant Factors from Previous Audit

This should cross reference to points forward from last year and it should be considered whether they are still relevant and their impact.


Significant Developments During the Period

All significant developments in the period should be documented.  Changes in respect of the nature of the business, management structure, legislation, financial reporting standards (or a switch between financial reporting frameworks), key personnel, accounting systems etc. should be included in this section.  Also included would be details of significant events in the period, e.g. sale of property, impending takeover, liquidation of large customer.

A review should be documented of the following ‘internal’ files:

· Correspondence file;
· Tax files;
· Statutory files;
· Management account files;
· Payroll files etc.

This is to ensure that any relevant information has been assimilated into the audit approach.

Law and Regulations and Related Party Transactions

These sections document material law and regulations which the entity needs to comply with (NSA 250 Section A, para 2).  These should then be assessed in detail during the fieldwork stage of the assignment.  They also consider the risk that there will be undisclosed/unidentified material related party transactions (NSA 550, para 3).

Use of an Expert or Service Organisation

If any of the client’s activities are undertaken by a service organisation this must be identified at the planning stage.  The impact on the audit approach must also be documented.  Many auditors fail to realise how common service organisations are, or that the auditors themselves maybe actually be a service organisation.  The following is a list of service organisations that clients commonly use:

· Payroll bureaux;
· Outsourced bookkeepers;
· Accountant to help prepare the statutory financial statements;
· Accountant to help prepare tax computations;
· Third parties who hold and distribute inventory on behalf of the client;
· Professional inventory counters;
· Investment custodians; and 
· Investment managers (regarding some of their functions).

There may be situations where expertise is required which lies outside an auditor’s traditional skills of financial reporting and auditing.  Such scenarios may be to confirm a pension scheme liability undertaken by an actuary, or to verify a property valuation performed by a surveyor.  Consideration needs to be given to the use of an expert (NSA 620, para 7), particularly ensuring that when the auditor is placing reliance upon the client’s expert that they are independent from the client, and whether or not it is possible to place reliance upon their work.

Audit Approach

This section should summarise the overall approach to be taken, the main controls to be tested (if applicable) and the substantive testing to be completed.  It should emphasise the key audit areas and key items in specific areas.  If there are any specific areas which are considered high risk or where the potential for fraud is considered possible this should also be discussed here.

It should also document whether transaction tests expect to be undertaken and identify any specific areas that will benefit from in-depth analytical procedures.

This section should also indicate if additional work is required to fulfil extra objectives, e.g. the operation of controls in certain audit areas.

It is at this stage where the audit programmes should be tailored and a decision made as to the complexity of the assignment and pro-forma or bespoke audit programmes are to be used or a mix of the two.

This section of the assignment plan should also indicate how the fieldwork has been assigned to different members of the team.

Consideration of Financial Reporting Framework

It should also be documented whether the proposed financial reporting framework is appropriate for the company.  If an inappropriate financial reporting framework is being proposed by the client, it will be necessary to advise them of this fact, and request that the basis on which they prepare their financial statements is changed.

Financial Statements Required

This section should indicate the format of the financial statements to be prepared / audited to ensure that the correct disclosures are given and the correct checklists used.

Disclosure Checklist Requirements

This section should document whether a full disclosure checklist is required or if the auditor is taking advantage of the option to only prepare the full checklist once every three years.  If a disclosure checklist is not going to be completed in the current year, then it is necessary to complete the Annual Disclosure Review Checklist (see Appendix 3.14) along with considering amendments to the financial reporting framework that the entity has adopted that have come into effect since the previous period.

Tax Schedules Required

This section should indicate the information that should be obtained and the nominal ledger accounts that should be analysed by the audit staff to aid the tax computation process and payroll taxes compliance work.

Other Reporting Requirements

This section should indicate whether there are additional reporting requirements, this could include the requirement to produce a reporting pack to the parent company auditors or the requirement to undertake a client money ‘audit’.

Assignment Timetable, Third Party Confirmations

These sections of the assignment plan deal with the controls over the administration of the assignment.

They should include provisional dates for:

· Client pre-planning meeting;

· Inventory count attendance (NSA 501, para 4);

· Receivables’ circularisation;

· Writing to the bank and other third parties (NSA 501, para 10 / NSA 505, para 7);

· Audit fieldwork;

· Closing meeting; and

· Annual General Meeting / expected date of distribution to members.

[bookmark: sampling]15	Sampling

In order to undertake audit tests at the fieldwork stage sample sizes must be calculated and justified.  Appendix 1.17 in the Manual provides the basis for the sample size calculation for substantive testing, transaction tests and tests of control.

Section 8, Chapter 2 fully explains sampling methodology.



[bookmark: Budgets]16	Budgets

The aims of preparing budgets are:

· To consider who is going to undertake which sections of the fieldwork and who is going to review that work;

· As a yardstick to monitor actual costs and identify if the time required will exceed the time planned; and

· As a basis for negotiating audit fees and payments on account.

When preparing budgets, the following should be considered:

· The level of detail (i.e. whether the budget is to be broken down into individual tests, areas or given for the assignment as a whole);

· Sufficient time must be allocated for planning, controlling and completion and review procedures, and also initial procedures (e.g. recording the accounting system from scratch) for new clients; and

· Contingency factors may be relevant, e.g. planned changes in charge out rates.

Staff should be briefed on the reasons for and audit implications of significant differences between the actual time taken in the last period and the budgeted time this period.

The audit team should aim to keep within budget if possible.  However, keeping within budget must not mean compromising the standard of audit work.

If significant differences are likely to arise between budgeted and actual time, the manager and/or A.E.P. should be informed at once.

This manual does not contain detailed budgeting forms.

[bookmark: Timesummaries]16.1	Time Summaries

Time summaries should be prepared on all assignments.  Total time spent should be compared with budgeted time and reasons given for significant variances.

A record should be kept of work that staffs have had to do to rectify client shortcomings as a basis for additional charges if necessary.  To the extent that any additional work is accountancy work (rather than audit work), this provision of a non-audit service must incorporate required safeguards to ensure compliance with the ICAN’s Code of Ethics.

This manual does not contain detailed time summary forms.

[bookmark: Briefings]17	Briefings

All audit staff must attend a briefing meeting (NSA 300, para 5), conducted by either the A.E.P. or the manager responsible (if they have been previously briefed by the A.E.P.).  This meeting serves the following purposes:

· Explaining responsibilities;

· Setting out the timetable to be followed and deadlines to be met;

· Communicating all relevant information including client background and key auditing and accounting problems;

· Making sure everyone understands the overall objectives of the audit and how sufficient evidence will be obtained.  This may include demonstrating how the audit approach has changed from previous periods so that time will not be wasted undertaking work done in previous years which is now considered unnecessary;

· To define the precise role of all team members.  This should include defining the levels of responsibility and initiative they will be allowed.  It should also mean setting out the level of completion that everyone's work should reach;

· To set out the procedures that should be followed if significant problems or over-runs arise.  For example, staff should be aware that any changes to the client's systems they become aware of during the audit could result in changes to the planning.  Managers should be informed if tests are felt to be inappropriate so that the planning can be changed;

· Resolving doubts and answering questions; and 

· To ensure and document that each team member has read and understood the key planning documents including the assignment plan, materiality and risk assessment (NSA 300, para 5).

Briefings will vary according to the size and complexity of the job.  However, they should take place on all assignments; they are vital in ensuring assignments are carried out efficiently.  Details of who attends the briefing meeting, the date of the meeting and the action decided must be recorded at Ac18 (Appendix 1.19). (NB: Where an Internal EQCR (but not an external EQCR) is going to be undertaken, ideally that individual should also attend the briefing meeting).

Team Discussion on Fraud, Risk and Related Parties

The team must discuss the susceptibility of the entity’s financial statements to material misstatement due to fraud and material misstatements.  This discussion should include all members of the team and be chaired by the A.E.P. (if team members are absent, consideration should be given to briefing those members of the team not present).

Appendix 1.19 contains an agenda of items that must be discussed. All these items must be adequately covered by the meeting and fully documented to fulfil the requirements of NSA 240, 315 and 550.

[bookmark: Staffing]18	Staffing

All staff must have sufficient knowledge and expertise to be able to fulfil their responsibilities (NSQC 1, para 30 – 31).  In the case of regulated clients, this would mean ensuring some or all of the team on site had had previous experience of the type of audit or had been on a training course.  Such competence for a ‘non-standard’ corporate assignment should be documented on the Assignment Plan.

Staff planning should also ensure that senior members of the audit team have had sufficient general experience or training to fulfil their responsibilities, e.g. someone acting as senior should have been trained in reviewing.  The planning should also highlight any extra requirements dictated by the circumstances of the client.  In particular, the need for an Internal or External EQCR should be highlighted.

Reliance and use of work completed by non-audit staff, in particular tax staff, should also be considered at the planning stage.  Everyone whose work contributes towards the evidence necessary to form an audit opinion should be aware of the audit implications of their work.  They should also be made aware of the assignment timetable and deadlines.  The provision of non-audit services must incorporate the required safeguards to ensure compliance with the ICAN’s Code of Ethics.

More generally, A.E.P.s and managers should also consider the need for everyone in the office to have an appropriately varied level of experience and not to be restricted to too narrow an area.  This is particularly important for students for whom there are requirements governing the different types of experience they must obtain.

[bookmark: Usingtheworkofothers]19	Using the Work of Others

When planning a job, reliance on internal audit, other auditors, service organisations or experts should be considered if appropriate.

[bookmark: InternalAudit]19.1	Internal Audit

NSA 610 ‘Considering the work of internal auditors’ summarises what impact a client's internal audit department may have on the assignment.  Obtaining an understanding of the internal audit function should be part of the process of gaining knowledge of the businesses higher level internal controls.

At the planning stage consideration should be made of the impact of the work of internal audit (NSA 610, para 8 – 10). 

A detailed evaluation of the work of the internal audit function should be made if some reliance is going to be placed on it.  Assessment should cover:

· Internal audit's status in the organisation;

· The scope of the function;

· Technical competence;

· Who they report to; and

· Due professional care.

If specific internal audit work is relied on and, hence, other audit work reduced, assessment must be made of the adequacy of that work (NSA 610, para 11).

[bookmark: Principalauditorsandotherauditors]19.2	Principal Auditors and Other Auditors

Guidance is given by NSA 600 ‘Special considerations – Audits of Group Financial Statements (Including the Work of Component Auditors).

Group auditors are auditors who report on financial statements which include financial information of subsidiaries, associates, joint ventures, branches etc. which have been audited by other auditors (known as component auditors).  If acting as group auditors, a firm must first decide whether its own participation is sufficient to be able to report confidently as group auditors.

If component auditors are reporting on subsidiaries etc. then the group auditors need to consider whether the other firms' professional qualifications, experience and resources are adequate for the purposes of the assignment.  In addition, the group auditors should obtain evidence of what the component auditors have done as a basis for assessing whether their work is adequate, and the group auditors shall provide information regarding specific risks and materiality levels that need to be applied to the audit of the component.  This could be by means of discussion, an audit questionnaire, or review of working papers.  Ideally the latter should be done in the first year of reliance to establish the general competency of the other audit practice. The group auditors also need to consider the significance of the findings of component auditors.

NSA 600 also requires auditors of subsidiaries, associates, joint ventures, branches etc. to co-operate with and assist the group auditors.


[bookmark: Usingtheworkofaserviceorganisation]19.3	Using the Work of a Service Organisation

Guidance is given by NSA 402 ‘Audit Considerations relating to an Entity using a Service Organisations’ (NSA 402, para 9 – 11).  Service organisations would usually perform a mechanical function, such as:

· Processing of information (e.g. bookkeepers or payroll bureaux);

· Counting quantities (e.g. independent inventory counters); and

· Maintenance of safe custody of assets (e.g. investment custodians).

As service organisations are just outsourcing part of the clients business this should be audited as though it was an integral part of that business.  It might, however, be possible to reduce the level of substantive testing due to the service organisations auditors providing reports on internal controls such as a ‘Type 2’ report (NSA 402, para 17).

[bookmark: Usingtheworkofanexpert]19.4	Using the Work of an Expert

Guidance is given by NSA 620 ‘Using the Work of an Auditor’s Expert’.  Auditors may use experts in several ways:

· Valuation of property, plant and equipment, investment properties, non-basic financial instruments etc.;

· Using specialist techniques and methods (e.g. actuarial valuations);

· Measurement of work in progress; and

· Legal opinions.

[bookmark: clientinvolvementinplanning]At the planning stage assessment will be needed of the objectivity, qualifications, experience and resources of the expert (NSA 620, para 9).  The expert’s terms of engagement also need to be reviewed to determine whether the scope of their work is adequate for audit purposes.

When the expert has reported, the adequacy and appropriateness of their work as audit evidence should be considered (NSA 620, para 12). This will mean review of:

· The data used;

· The assumption and methods employed;

· The timing of their work; and

· The results of their work in the light of knowledge of the business and the results of other audit procedures.

If the expert’s work is inconsistent with other evidence, any inconsistency needs to be resolved by discussions with the client or expert, or by additional procedures (for example, obtaining a second opinion) (NSA 620, para 13).

[bookmark: assignmenttermsletter]20	Planning Letter 

Once the planning has been carried out, the auditor must communicate key considerations to the client.  The following matters must be communicated to comply with NSA 260 ‘Communication with those Charged with Governance’:

· The concept of materiality and how it will be used (NSA 260, para A13);

· The auditor’s assessment of risk (NSA 260, para A13);

· The auditor’s assessment of the control environment and whether any control testing is planned (NSA 260, para A13);

· The reliance, if any, on internal and other auditors (NSA 260, para A14);

· Matters required to be communicated by the ICAN’s Code of Ethics; and

· The format of the report to be produced (NSA 260, para A9).

[bookmark: _GoBack]To ensure this information is appropriately communicated each period, a Planning Letter should be sent (NSA 260, para 23).  There is a suggested pro-forma, which should be tailored as necessary, at Appendix 1.20.  The client should be asked to contact the audit firm immediately if they are concerned about any issues raised.  In the Letter of Representation the client formally acknowledges receipt of this letter.

[bookmark: controlofassignments]21	Control of Assignments

How assignments are controlled will depend upon how they are staffed.  A balance needs to be struck between on the one hand, the limitation of costs by using staff with lower charge-out rates for as many of the detailed tasks as possible, and the continued professional development of staff with less experience and, on the other hand, the complex tasks being undertaken by those with sufficient knowledge, and A.E.P.’s doing enough to fulfil their duties.

Whatever the staffing, delegation must take place if assignments are to be carried out efficiently.  A.E.P.’s and managers’ primary role is to manage.  Any difficult areas requiring detailed work by the manager or A.E.P. should be planned for, or exceptionally discussed if they arise during the course of the audit.  As a rule though, A.E.P.’s and managers should not be carrying out detailed audit work.

If manager and A.E.P. time is to be used effectively, jobs must be properly controlled.  This includes proper briefing, control during the assignment and post-assignment appraisals.

[bookmark: Controlduringtheassignment]21.1	Control during the Assignment

During assignments, the amount of control exercised by A.E.P.’s and managers should depend on the levels of responsibility decided on during planning. Staff should be left to complete tasks without constant interference.  However, a certain level of monitoring will always be required (NSA 220, para 15 – 17 / NSQC 1, para A34).

The exact extent of monitoring will depend on the experience of the staff and whether or not the assignment takes place out of the office.  If the staff are working at the client's premises, a key decision will be how frequently to visit them.  If the team is visited on site during the assignment, a brief review of the audit file at that point may be helpful.  This may identify areas where the audit approach has to be amended.  In any event, managers should normally aim to review on site at the end of the fieldwork stage of the assignment.

If significant problems arise, staff should feel able to contact managers if necessary.  That said, staff should be encouraged to try and solve day-to-day issues themselves, rather than produce a long list of notes and queries for resolution at the end of the assignment.  If problems need to be discussed, staff should first try to draft a solution before discussing them.

Details of problems, solutions and errors and other decisions taken during the assignment should be documented in the relevant sections of the audit file.  Points for manager or A.E.P. should be largely significant points bearing upon the audit opinion or important issues that the team has had to deal with during the course of the audit assignment and not a list of queries of limited importance.

During the assignment, the team should note any points for the letter of representation or management letter in the Aa section of the file (or cross-reference to the section where the issue has been noted / discussed).  The team should also note points forward which may improve efficiency or influence the audit approach in future periods. At the end of the assignment, these will be drawn together in a debriefing session (see Chapter 3 for more guidance).

[bookmark: Appraisals]21.2	Appraisals

Appraisals are a vital part of assignment control (NSQC 1, para A65).  They should aim to evaluate learning points and areas for development, for everyone on the audit.  Further details of what should be discussed are found in Chapter 3.


[bookmark: procedureswhenfirmincomingauditor]22	Procedures When the Firm is the Incoming Auditor
[bookmark: accesstoinfo]
22.1	Access to Information by Successor Auditors

The right of access to information by the successor auditor may be available where there has been a change in auditor, if legislation permits.  The predecessor can provide access to relevant information to the successor when a written request for such access is made.

The purpose of this review is threefold:-

· To help the incoming auditor to gain assurance over opening balances (NSA 510, para 6) and comparatives (NSA 710, para 7);

· To reduce the actual and perceived risk of changing auditors; and

· To make the process of changing auditors less costly as the incoming auditor can more efficiently obtain information on the client by reviewing the preceding auditor’s permanent audit file.

Note the review of the predecessor’s working papers is not a duty. However, if there was a problem with opening balance and comparatives, would the successor auditor working papers contain adequate alternative evidence?  The request for information should be as specific as possible and not just a general request for all relevant audit information.

The predecessors must be prepared to assist the successor by providing oral and written explanations on a timely basis, to assist the latter’s understanding of the audit working papers.

The request for information should be facilitated as mentioned by the exchange of letters between the two auditors.

The following information can be removed from the audit file prior to presenting it to the incoming auditors:-

· Costing schedules;

· Staff appraisals;

· Tax working papers;

· Information subject to legal privilege (should only be provided with the client’s express permission); and 

· Information regarding money laundering etc. (must always be removed).

The preceding auditor can refuse to allow their working papers to be photocopied or scanned.  However, it would be reasonable and helpful to allow the copying of extracts of the client’s accounting records or schedules which show the breakdown of balances.

It is not deemed to be acceptable to make a profit from the handover process and limited cost recharging would be acceptable.  The following are examples of costs that could be recharged:-

· Cost incurred in copying material;

· Cost incurred in retrieving documents from archive storage; and

· Cost incurred in providing the documents.

Where this information is provided as a result of a legal requirement, there are no issues regarding client confidentiality or data protection.  However, if the information is being provided on a voluntary basis, then both issues will need to be carefully considered.
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