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RISK SUMMARY

This form should be completed when a narrative approach to inherent business risk assessment is undertaken.  As an alternative to using a narrative approach, it is acceptable to assess risk using a checklist (see Appendix 1.11.1).  If more than one risk level applies, add additional lines as appropriate.

	
	
	
	Risk Assessment
	
	
	Reference

	
	
	Planning
	
	Finalisation
	
	



	Inherent business risk of business as a whole
	
	
	
	
	Ac10/2

	
	
	
	
	
	

	Control environment
	
	
	
	
	Ac10/3



Inherent risk assessment of specific areas
	
	Property, Plant and Equipment
	
	
	
	
	Ac11/2

	
	Intangible Non-Current Assets
	
	
	
	
	Ac11/3

	
	Investments
	
	
	
	
	Ac11/4

	
	Inventory
	
	
	
	
	Ac11/5

	
	Receivables
	
	
	
	
	Ac11/6-8

	
	Cash at Bank and in Hand
	
	
	
	
	Ac11/9

	
	Payables
	
	
	
	
	Ac11/10-12

	
	Tax
	
	
	
	
	Ac11/13

	
	Provisions
	
	
	
	
	Ac11/14

	
	Revenue
	
	
	
	
	Ac11/15

	
	Purchases
	
	
	
	
	Ac11/16

	
	Payroll
	
	
	
	
	Ac11/17



Control risk assessment of specific areas
	
	Property, Plant and Equipment
	
	
	
	
	Ac12/2

	
	Intangible Non-Current Assets
	
	
	
	
	Ac12/2

	
	Investments
	
	
	
	
	Ac12/2

	
	Inventory
	
	
	
	
	Ac12/3

	
	Receivables
	
	
	
	
	Ac12/3

	
	Cash at Bank and in Hand
	
	
	
	
	Ac12/4

	
	Payables
	
	
	
	
	Ac12/4

	
	Tax
	
	
	
	
	Ac12/5

	
	Provisions
	
	
	
	
	Ac12/5

	
	Revenue
	
	
	
	
	Ac12/5

	
	Purchases
	
	
	
	
	Ac12/6

	
	Payroll
	
	
	
	
	Ac12/6



* - At finalisation

NARRATIVE RISK ASSESSMENT
INHERENT BUSINESS RISK AND CONTROL ENVIRONMENT ASSESSMENT

The risk forms should not be completed until –
· Appropriate enquiries have been made of management;
· Points forward from last year have been considered;
· The permanent audit file has been reviewed; and
· Preliminary analytical procedures have been carried out.

Notes on completion of this document –
· The checklists (Appendix 1.11.1) can be used as an aide memoire;
· Where significant risks have been identified, the entity's controls relevant to those risks should be understood;
· Items marked * should be appropriately tailored.

It should be ensured that appropriate consideration should be given to –
· Events and conditions that cast significant doubt on the entity’s ability to continue as a Going Concern;
· The client’s use of Service Organisations and Experts;
· The impact of litigation, claims and areas of non-compliance with law and regulations on the financial statements;
· The extent to which transactions with related parties are incorporated into the financial statements;
· The extent to which there are material figures in the financial statements which are derived from Accounting Estimates.
[bookmark: _GoBack]
Where significant risks have been identified:
· How the risk has been addressed during the assignment should be documented on the NSA Compliance Critical Issues Memorandum at Aa7 (Appendix 3.7).
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Objective: This form is designed to determine the inherent risk of the business as a whole.  NSA 315 implies that all businesses should be high risk unless this can be rebutted.  Completion of this form will help to justify a departure from high risk.

Section 1 – INHERENT BUSINESS RISK 

	
The inherent business risk of the client is deemed to be low / medium / high* for the following reasons:


























· Comprehensive consideration should be given to all clients even those deemed to be low risk. As part of this review consideration must be given to the Company’s going concern status and I.T. risk.
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Objective: This form is designed to assess the adequacy of the entity’s control environment as a whole to determine whether a control based testing audit approach is appropriate. 

In addition, this form should document the considerations of the risks related to management override of controls.

Section 2a – CONSIDERATION OF THE RISK OF MANAGEMENT OVERRIDE OF CONTROLS 

	
The risk of management override is present in ALL entities. However, the level of that risk will vary from entity. Our audit documentation includes all mandatory tests required by NSA 240 paragraph 32 and 33. Where management can override key controls, document here the considerations relating to the level of risk posed by management override and the audit procedures planned to address this risk:










Section 2b – CONSIDERATION OF THE CONTROL ENVIRONMENT 

	
The control environment of the client deemed to be effective / ineffective* for the following reasons: 








Based on the above assessment control testing is / is not * going to be undertaken 



Notes Regarding Assessment of Controls:	

1. The audit approach section of the assignment plan should include details of how the risk and control environment assessment have influenced the design of the audit programmes and have identified key items and key audit issues.
				
2. Where it is unlikely that sufficient, appropriate audit evidence can be obtained solely from substantive procedures, it is necessary to obtain an understanding of the controls over risks which may arise.  In such circumstances, it is necessary for controls testing to be performed (for example, a company which sells goods and services over the internet, where the process is highly automated, and relies on little or no human input).  In such cases, the entity's controls over such risks are relevant to the audit.  (NSA 315.30, NSA 315.A140-142).

3. Where significant risks have been identified, the entity's controls relevant to those risks should be understood.

4. Paragraph 31 of NSA 240 states "Management is in a unique position to perpetrate fraud because of management’s ability to manipulate accounting records and prepare fraudulent financial statements by overriding controls that otherwise appear to be operating effectively. Although the level of risk of management override of controls will vary from entity to entity, the risk is nevertheless present in all entities. Due to the unpredictable way in which such override could occur, it is a risk of material misstatement due to fraud and thus a significant risk".
